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Premessa 

 
1. Il decreto legislativo 10 marzo 2023 n. 24 

Il decreto legislativo 10 marzo 2023 n. 24, divenuto efficace il 15 luglio 2023, disciplina la materia 

del whistleblowing, abrogando le normative precedentemente in vigore in materia. 

Tale “decreto disciplina la protezione delle persone che segnalano violazioni di disposizioni 

normative nazionali o dell’Unione europea che ledono l’interesse pubblico o l’integrità 

dell’amministrazione pubblica o dell’ente privato, di cui siano venute a conoscenza in un contesto 

lavorativo pubblico o privato”.1 

Il segnalante, peraltro, può fare la segnalazione, trovando la tutela fornita dal d.lgs. 24/2023, 

non solo durante il rapporto di lavoro, bensì anche prima che sia iniziato il rapporto stesso, 

qualora la segnalazione riguardi violazioni rilevate durante il processo di selezione o in altre fasi 

precontrattuali oppure durante il periodo di prova. 2 

La tutela, invero, è garantita anche nel caso di segnalazione fatta in seguito alla cessazione del 

rapporto di lavoro, sempreché la segnalazione riguardi una violazione di cui il segnalante è 

venuto a conoscenza nel corso del rapporto di lavoro.3 

La novità di tale decreto risiede non tanto nella trattazione della materia, che peraltro veniva già 

precedentemente trattata, quanto nella tutela che viene apprestata alla figura del segnalante e 

alle altre figure che coadiuvano il segnalante. L’obiettivo di questo decreto, dunque, non è solo 

quello di incentivare le segnalazioni, ma soprattutto di tutelare la riservatezza sull’identità del 

segnalante e delle persone coinvolte nella segnalazione. 

Un’altra importante novità che il decreto introduce riguarda la necessaria previsione di un canale 

di segnalazione interna, il quale deve prevedere più modalità di segnalazione, lasciando al 

segnalante la possibilità di scegliere quale utilizzare. 

 

 
2. Definizioni 

 
Ai sensi del presente atto organizzativo, si intendono per: 

 violazioni: comportamenti, atti od omissioni che ledono l’interesse pubblico o l’integrità 

dell’amministrazione pubblica o dell’ente privato; 

 informazioni sulle violazioni: informazioni, compresi i fondati sospetti, riguardanti 

violazioni commesse o che, sulla base di elementi concreti, potrebbero essere 

commesse nell’organizzazione con cui la persona segnalante o colui che sporge denuncia 

all’autorità giudiziaria o contabile intrattiene un rapporto giuridico ai sensi dell’art. 3, 

comma 1 o 2, nonché gli elementi riguardanti condotte volte ad occultare tali violazioni; 
 

1 D.lgs. 10 marzo 2023, n. 24, art. 1, co. 1. 
2 Cfr. art. 3, co. 4 lettera a) e b). 
3 Cfr. art. 3, co. 4 lettera c). 
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 segnalazione o segnalare: la comunicazione, scritta od orale, delle informazioni sulle 

violazioni; 

 segnalazione interna: la comunicazione, scritta od orale, delle informazioni sulle 

violazioni, presentata tramite il canale di segnalazione interna di cui all’articolo 4; 

 segnalazione esterna: la comunicazione, scritta od orale, delle informazioni sulle 

violazioni, presentata tramite il canale di segnalazione interna di cui all’articolo 7; 

 divulgazione pubblica o divulgare pubblicamente: rendere di pubblico dominio 

informazioni sulle violazioni tramite la stampa o mezzi elettronici o comunque tramite 

mezzi di diffusione in grado di raggiungere un numero elevato di persone; 

 persona segnalante (whistleblower): la persona fisica che effettua la segnalazione o la 

divulgazione pubblica di informazioni sulle violazioni acquisite nell’ambito del proprio 

contesto lavorativo; 

 facilitatore: una persona fisica che assiste una persona segnalante nel processo di 

segnalazione, operante all’interno del medesimo contesto lavorativo e la cui assistenza 

deve essere mantenuta riservata; 

 contesto lavorativo: le attività lavorative o professionali, presenti o passate, svolte 

nell’ambito dei rapporti di cui all’articolo 3, commi 3 o 4, attraverso le quali, 

indipendentemente dalla natura di tali attività, una persona acquisisce informazioni 

sulle violazioni e nel cui ambito potrebbe rischiare di subire ritorsioni in caso di 

segnalazione o di divulgazione pubblica o di denuncia all’autorità giudiziaria o contabile; 

 persona coinvolta: la persona fisica o giuridica menzionata nella segnalazione interna o 

esterna ovvero nella divulgazione pubblica come persona alla quale la violazione è 

attribuita o come persona comunque implicata nella violazione segnalata o divulgata 

pubblicamente; 

 ritorsione: qualsiasi comportamento, atto od omissione, anche solo tentato o 

minacciato, posto in essere in ragione della segnalazione, della denuncia all’autorità 

giudiziaria o contabile o della divulgazione pubblica e che provoca o può provocare alla 

persona segnalante o alla persona che ha sporto la denuncia, in via diretta o indiretta, 

un danno ingiusto; 

 seguito: l’azione intrapresa dal soggetto cui è affidata la gestione del canale di 

segnalazione per valutare la sussistenza dei fatti segnalati, l’esito delle indagini e le 

eventuali misure adottate; 

 riscontro: comunicazione alla persona segnalante di informazioni relative al seguito che 

viene dato o che si intende dare alla segnalazione; 

 dato personale: qualsiasi informazione riguardante una persona fisica identificata o 

identificabile (“interessato”); si considera identificabile la persona fisica che può essere 

identificata, direttamente o indirettamente, con particolare riferimento a un 

identificativo come il nome, un numero di identificazione, dati relativi all’ubicazione, un 

identificativo online o a uno o più elementi caratteristici della sua identità fisica, 

fisiologica, genetica, psichica, economica, culturale o sociale; 

 trattamento: qualsiasi operazione o insieme di operazioni, compiute con o senza l’ausilio 

di processi automatizzati e applicate a dati personali o insieme di dati personali, come la 
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raccolta, la registrazione, l’organizzazione, la strutturazione, la conservazione, 

l’adattamento o la modifica, l’estrazione, la consultazione, l’uso, la comunicazione 

mediante trasmissione, diffusione o qualsiasi altra forma di messa a disposizione, il 

raffronto o l’interconnessione, la limitazione, la cancellazione o la distruzione; 

 titolare del trattamento: la persona fisica o giuridica, l’autorità pubblica, il servizio o altro 

organismo che, singolarmente o insieme ad altri, determina le finalità e i mezzi del 

trattamento di dati personali; quando le finalità e i mezzi tale trattamento sono 

determinati dal diritto dell’Unione o degli Stati membri, il titolare del trattamento o i 

criteri specifici applicabili alla sua designazione possono essere stabiliti dal diritto 

dell’Unione o degli Stati membri; 

 responsabile del trattamento: la persona fisica o giuridica, l’autorità pubblica, il servizio 

o altro organismo che tratta dati personali per conto del titolare del trattamento; 

 destinatario: la persona fisica o giuridica, l’autorità pubblica, il servizio o un altro 

organismo che riceve comunicazione di dati personali, che si tratti o meno di terzi. 

Tuttavia, le autorità pubbliche che possono ricevere comunicazione di dati personali 

nell’ambito di una specifica indagine conformemente al diritto dell’Unione o degli Stati 

membri non sono considerate destinatari; il trattamento di tali dati da parte di dette 

autorità pubbliche è conforme alle norme applicabili in materia di protezione dei dati 

secondo le finalità del trattamento; 

 violazione dei dati personali: la violazione di sicurezza che comporta accidentalmente o 

in modo illecito la distruzione, la perdita, la modifica, la divulgazione non autorizzata o 

l’accesso ai dati personali trasmessi, conservati o comunque trattati. 

 
3. Il canale di segnalazione interna 

 
L’art. 4 del d.lgs. 24/2023 stabilisce che i soggetti del settore pubblico e quelli del settore privato, 

sentite le rappresentanze o le organizzazioni sindacali – non si richiede che vi sia anche l’accordo 

– attivano propri canali di segnalazione interna, che devono garantire, anche tramite il ricorso a 

strumenti di crittografia, la riservatezza dell’identità del segnalante e delle persone coinvolte o 

comunque menzionate nella segnalazione. 

Il decreto stabilisce, inoltre, che deve essere garantita la riservatezza non solo dell’identità del 

segnalante, ma altresì del contenuto della segnalazione e della relativa documentazione; in ogni 

caso, la persona o l’ufficio incaricati devono essere autonomi e specificamente formati. 

Il decreto prevede poi che le segnalazioni possano essere fatte in forma scritta oppure orale. 

Nella forma scritta rientra anche quella informatica, quale può essere, per esempio, l’utilizzo di 

un’apposita piattaforma. 

Nella forma orale, invece, rientrano le linee telefoniche o i sistemi di messaggistica vocale, 

oppure, su richiesta del segnalante, un incontro diretto – entro un termine ragionevole – con la 

persona o l’ufficio incaricato di ricevere la segnalazione. 
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4. La persona segnalante e gli altri soggetti tutelati dal d.lgs. 24/2023 

 
La persona principalmente tutelata dalla normativa whistleblowing è il segnalante, al quale, 

dunque, deve essere garantita la massima tutela circa la riservatezza della sua identità, del 

contenuto della sua segnalazione e della relativa documentazione. 

Tuttavia, vengono tutelati anche altri soggetti legati al whistleblower e individuati dal decreto 

stesso. In particolar modo, si tratta: 

- del c.d. “facilitatore”; 

- della “persona coinvolta”; 

- delle persone che lavorano nel medesimo contesto lavorativo della persona segnalante 

e che sono legati ad esso da uno stabile legame affettivo o di parentela entro il quarto 

grado; 

- dei colleghi di lavoro che hanno con il segnalante un rapporto abituale e corrente. 

Ai sensi dell’art. 16, comma 4 del decreto, la tutela di whistleblowing è garantita anche alla 

persona che faccia una segnalazione anonima se la persona segnalante è stata successivamente 

identificata e ha subito ritorsioni. 

Dunque, la segnalazione anonima viene trattata alla stregua di una segnalazione ordinaria; 

tuttavia, si applica il decreto legislativo 24/2023 sulla tutela dalle ritorsioni qualora il segnalante 

anonimo, una volta identificato, abbia subito ritorsioni a causa della segnalazione anonima. 

 

 
5. Oggetto della segnalazione 

 
Oggetto della segnalazione sono le informazioni sulle violazioni, le quali possono consistere in 

illeciti amministrativi, contabili, civili o penali. 

La persona segnalante può fare una segnalazione qualora abbia fondati sospetti che sia stata 

commessa una violazione o che, sulla base di elementi concreti, questa potrebbe essere 

commessa.4 La violazione può riguardare il mancato rispetto delle disposizioni normative tanto 

nazionali quanto dell’Unione europea. 

 
 
6. Sanzioni 

 
Fermi restando altri profili di responsabilità, il mancato rispetto di quanto previsto dal d.lgs. 

24/2023 comporta, in capo al responsabile tenuto a darvi attuazione, sanzioni amministrative 

pecuniarie. 

In particolar modo, si applica una sanzione pecuniaria da un minimo di euro 10.000 a un 

massimo di euro 50.000 nei seguenti casi: 

 

4 D.lgs. 10 marzo 2023, n. 24, art. 2, co. 1 lettera b). 
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a) quando venga accertato che sono state commesse ritorsioni contro il segnalante; 

b) quando venga accertato che la segnalazione è stata ostacolata o si è tentato di 

ostacolarla; 

c) quando venga accertato che vi è stata la violazione dell’obbligo di riservatezza; 

d) quando venga accertato che non sono stati istituiti i canali di segnalazione interna; 

e) quando venga accertato che non sono state adottate procedure per l’effettuazione e la 

gestione delle segnalazioni ovvero che tali procedure non sono conformi a quanto 

previsto dal decreto in esame; 

f) quando venga accertato che non è stata svolta l’attività di verifica e analisi delle 

segnalazioni ricevute.5 

Si applica, invece, una sanzione pecuniaria da un minimo di euro 500 a un massimo di euro 2.500 

quando è accertata, anche con sentenza di primo grado, la responsabilità civile della persona 

segnalante per diffamazione o calunnia nei casi di dolo o colpa grave, salvo che la medesima sia 

stata già condannata, anche in primo grado, per i reati di diffamazione o di calunnia o comunque 

per i medesimi reati commessi con la denuncia all’autorità giudiziaria o contabile. 

 

 
7. Misure di sostegno 

 
L’art. 18 del d. lgs. 24/2023 rende noto che l’ANAC istituisce presso di sé un elenco degli enti del 

Terzo settore addetti a fornire misure di sostegno ai segnalanti. 

Tali misure di sostegno consistono nel “fornire informazioni, assistenza e consulenze a titolo 

gratuito sulle modalità di segnalazione e sulla protezione dalle ritorsioni offerta dalle disposizioni 

normative nazionali e da quelle dell'Unione europea, sui diritti della persona coinvolta, nonché 

sulle modalità e condizioni di accesso al patrocinio a spese dello Stato.” 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

5 Cfr. art. 21. 
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Gestione delle segnalazioni 
 

 
8. Finalità 

 
Il presente atto organizzativo si prefigge lo scopo di regolamentare, all’interno dell’Ente, le 

modalità di gestione delle c.d. segnalazioni di whistleblowing. In tale contesto, l’organizzazione 

interna si ispira alle seguenti direttici: 

- tutela della riservatezza, compreso il principio di minimizzazione, integrità e limitazione 

della conservazione; 

- principio di buon andamento e imparzialità della pubblica amministrazione. 

 
9. Chi può fare la segnalazione 

 
I soggetti che possono effettuare una segnalazione nei confronti dell’intestato Ente, trovando le 

tutele delineate dal d.lgs. 24/2023, sono i seguenti: 

a) dipendenti dell’Ente; 

b) lavoratori autonomi che svolgono la propria attività lavorativa presso l’Ente; 

c) lavoratori o collaboratori che svolgono la propria attività lavorativa presso l’Ente che 

forniscono beni o servizi o che realizzano opere in favore di terzi; 

d) liberi professionisti e consulenti che prestano la propria attività presso l’Ente; 

e) volontari e tirocinanti, retribuiti e non retribuiti, che prestano la propria attività 

lavorativa presso l’Ente; 

f) le persone con funzioni di amministrazione, direzione, controllo, vigilanza o 

rappresentanza, anche qualora tali funzioni siano esercitate in via di mero fatto, presso 

soggetti del settore pubblico. 

 
10. I soggetti incaricati a ricevere la segnalazione 

Soggetti incaricati a ricevere la segnalazione possono essere persone singole o uffici interni. 

Negli Enti pubblici in cui vi sia l’obbligo di prevedere la figura del Responsabile della prevenzione 

della corruzione e della trasparenza (RPCT), spetta a quest’ultimo gestire le segnalazioni interne. 

All’interno del presente Ente, dunque, competente a ricevere e gestire le segnalazioni interne è 

il RPCT. Nello svolgimento delle proprie funzioni, il RPCT non potrà comunicare il contenuto della 

segnalazione e l’identità del segnalante neppure al Titolare del trattamento, nella persona del 

legale rappresentante pro tempore. 

L’Ente predispone apposita nomina nei confronti del RPCT quale designato al trattamento dei 

dati personali ai sensi dell’art. 2-quaterdecies, co. 1, d.lgs. 196/2003 s.m.i. 
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Qualora l’RPCT si avvalga di un ufficio per l’espletamento delle attività di gestione delle 

segnalazioni, anche i collaboratori ricevono specifica nomina quali autorizzati al trattamento dei 

dati personali ai sensi dell’art. 2-quaterdecies, co. 2, d.lgs. 196/2003 s.m.i. 

In conformità alle linee guida ANAC approvate con delibera n. 478 del 26.11.2025 in materia di 

Whistleblowing si stabilisce, per quanto concerne le segnalazioni tramite il canale orale, che il 

gestore delle segnalazioni, individuato nel personale dell’ufficio segreteria, può essere sostituito 

dai dipendenti dell’ufficio personale nei seguenti casi: 

- assenza prolungata superiore a 7 giorni; 

- conflitto di interessi, ovvero nel caso in cui il gestore corrisponda al segnalato. 

Qualora anche il sostituto si trovasse in una posizione di conflitto, è comunque possibile 

procedere alla segnalazione attraverso il canale scritto oppure attraverso segnalazione diretta 

ad ANAC. 

 

 
10.1 Gestione credenziali di accesso alla piattaforma nell’eventualità di mutamento della 

figura del RPCT 

L'Ente, in sede di registrazione nella piattaforma whistleblowing, associa direttamente l'indirizzo 

del RPCT attualmente in carica. 

In questo caso, ai fini del "passaggio di consegne" il RPCT uscente coordinerà il processo con il 

RPCT entrante, fornendo le informazioni su eventuali istruttorie in corso e comunicando le 

credenziali necessarie per accedere al sistema di gestione delle segnalazioni; il nuovo RPCT 

modificherà la mail registrata in piattaforma inserendo la propria casella di posta personale. 

 

 
11. Gestione del canale di segnalazione interna 

11.1 Indicazioni sulle modalità di segnalazione interna adottate dall’Ente sono 

• Modalità scritta 

L’Ente ha deciso di dotarsi della piattaforma informatica, raggiungibile al seguente link: 

https://comunediviglianobiellese.whistleblowing.it/#/. 

La piattaforma informatica adottata dall’Ente presenta tutte le caratteristiche necessarie a 

garantire la riservatezza circa l’identità del segnalante e il contenuto della segnalazione, 

compresa l’eventuale documentazione allegata. Gli eventuali contatti con il whistleblower, 

compresa la richiesta di possibili integrazioni o precisazioni avverranno solo attraverso la 

piattaforma informatica. 

Al termine della procedura di segnalazione, dopo aver inserito le informazioni richieste, verrà 

generato un key code univoco che consente di monitorare lo stato di avanzamento della 
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segnalazione, integrare la segnalazione effettuata con eventuali informazioni aggiuntive e 

scambiare messaggi con il destinatario della segnalazione mantenendo la massima riservatezza. 

Il key code rappresenta l’unico modo per accedere alle segnalazioni già inoltrate; qualora venisse 

smarrito o dimenticato, non sarà possibile in alcun modo recuperarlo. Per tale ragione, si 

raccomanda il segnalante (whistleblower) di conservare con cura suddetto codice e di non 

comunicarlo a terzi. 

Il RPCT riceve una notifica ogniqualvolta vi è una nuova segnalazione in piattaforma, in tal modo 

questa è costantemente monitorata, dando così la possibilità al RPCT di rilasciare avviso di 

ricevimento al segnalante entro 7 giorni dalla segnalazione, come richiesto dall’art. 5, co. 1, lett. 

a) del d.lgs. 24/2023. 
 

 
• Modalità orale 

 
Tramite il personale dell’ufficio segreteria, tenuto al mantenimento dell’obbligo di riservatezza, 
al numero 015 512041 int. 5, con cui è possibile prendere appuntamento con il Responsabile 
della Prevenzione della Corruzione e della Trasparenza per un incontro diretto. 

 
Gestione modalità orale 

 
In occasione dell’incontro con il RPCT questi redigerà apposito verbale previo consenso del 
segnalante. 

 
Il verbale verrà inserito sulla piattaforma whistleblowing.it tramite la funzionalità interna 
“Inserisci una segnalazione”. Ciò consentirà di mantenere tutte le segnalazioni in un unico spazio 
centralizzato e crittografato. 
 

 
11.2 Cosa deve fare chi riceve la segnalazione 

Ai sensi dell’art. 5 del d.lgs. 24/2023, chi riceve la segnalazione: 

1) rilascia al segnalante avviso di ricevimento della segnalazione entro sette giorni dalla 

ricezione; 

2) mantiene interlocuzioni con il segnalante e, se necessario, richiede integrazioni; 

3) dà diligente seguito alle segnalazioni ricevute; 

4) fornisce riscontro alla segnalazione entro tre mesi dalla data dell’avviso di ricevimento 

o, in mancanza di tale avviso, entro tre mesi dalla scadenza del termine di sette giorni 

dalla presentazione della segnalazione; 

5) verifica che la segnalazione possieda i requisiti soggettivi e oggettivi. Qualora la stessa 

ne fosse priva, deve essere trasmessa dal gestore all’ufficio competente, previo avviso 

al segnalante, nei confronti del quale il gestore valuta se mantenere riservata l’identità; 

6) archivia la segnalazione qualora, a seguito di richiesta di integrazioni al segnalante, non 

sia pervenuto alcun riscontro, motivando tale decisione al segnalante; 
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7) può venire a conoscenza dell’identità del segnalante solo nei casi in cui ciò sia 

strettamente necessario ai fini istruttori; 

8) avvisa il segnalante che la segnalazione può essere trasmessa all’autorità giudiziaria per 

i profili di rispettiva competenza. 

Nell’eventualità dovesse risultare necessario trasferire le segnalazioni di whistleblowing alle 

autorità competenti, l’Ente assicura che le modalità, di volta in volta individuate per tale tipo di 

comunicazione, garantiscono il rispetto della riservatezza dell’identità del segnalante, della 

segnalazione e delle altre persone eventualmente coinvolte. 

 

11.3 Trattamento dei dati personali 

Nel corso del procedimento in oggetto, i dati personali saranno trattati nel rispetto dei principi 

enunciati nel Regolamento UE 2016/679 e del d.lgs. 196/2003. 

Anche in materia di whistleblowing, pertanto, vale il principio generale della minimizzazione, 

volto alla tutela dei dati personali. Ai sensi dell’art. 13, comma 2, del d.lgs. 24/2023, infatti, “i 

dati personali che manifestamente non sono utili al trattamento di una specifica segnalazione 

non sono raccolti o, se raccolti accidentalmente, sono cancellati immediatamente.” 

 

 
12. Tempi di conservazione della documentazione inerente alle segnalazioni 

L’Ente conserva la documentazione inerente alle segnalazioni per il tempo necessario alla loro 

trattazione e, comunque, non oltre cinque anni, che decorrono dalla data di comunicazione 

dell’esito finale della procedura. 

 

 
13. Clausola di chiusura 

Per quanto non espressamente trattato dal presente atto organizzativo, si rimanda al d.lgs. 

24/2023 ed alle LL.GG. ANAC approvate con Delibera n. 311 del 12 luglio 2023. 


